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Darley & Summerbridge Community 
Primary Schools

Computing & Internet Safety Policy 
Vision						 
· To equip all learners with the experiences and skills of computing that they will use in a rapidly changing technological world. 
· Learners in our environment will be confident and independent in their use of ICT and computing to solve problems in their work at school.

Aims - We will ensure:
· All learners have equal access to ICT through a wide range of equipment in all classes.
· All teachers will plan for computing to be embedded within the whole curriculum.
· The school will ensure all equipment is safe to use through regular checks and support from ICT Services.
· Meet the requirements of the Foundation Stage Curriculum and of the New National Curriculum.
· Children, parents, staff, governors and the wide community have relevant and meaningful experiences using ICT.
· Children have a growing awareness of how computing is used and applied in the world around them and of the benefits that it provides.
· Computing is used to support problem solving and learning across the curriculum.
· Innovative use of resources and APPs.

Curriculum coverage and progression
· Planning for computing will take into account skills of all pupils and will demonstrate computing application across the curriculum areas.
· Opportunities for computing skills to support learning and teaching will be identified in curriculum planning.

Assessment
· Computing will be monitored through the monitoring programme in place.
· Individual progress in computing will be reported back to the parents in consultations and at the end of the year in the school report.
· Children will be encouraged to evaluate their own and others’ work in a positive and supportive environment.
· Information will be shared with appropriate stakeholders through displays, celebration events, newsletters, reports, and on the school website. 


Monitoring
· Regular monitoring of all aspects of computing informs the direction the school development plan.  All the school staff share the responsibility for monitoring computing in school.
· Teachers monitor the use of learning platforms used eg Scratch etc..  

Learning styles and the learning environment
· A range of teaching styles will be adopted to match the needs of all learners.
· Open questions will be developed to challenge children’s thinking and learning.
· Stimulating environments will be created to make learning fun..
· Independent learners will have access to a variety of resources and be encouraged to reflect on the choices that they have made.

Early years
· Children will have computing experiences indoors, outdoors and through role play in both child initiated and teacher directed time.
· The class teacher will ensure appropriate resources are used both on the laptops, iPads  and on the interactive whiteboards.  There are many other resources available in school such as the Beebots, Roamer and recordable microphones that the children can program to perform tasks.

Inclusion
· Children’s individual needs will be addressed through provision of resources, learning styles and questioning.
· Positive use of technology will be promoted by all.
· Laptops, Ipads, interactive whiteboards, listening centres, recordable microphones, digital cameras and Beebots will all be available for any child to use in school.
· Pupils will be kept safe and those with additional needs will have appropriate support to ensure E-Safety at all times.

Equal opportunities
· All learners will have the opportunity to develop their computing skills.

Home, school and community links
· ICT developments and achievements are shared and a positive relationship fostered with home, school and the wider community.
· Pupils without ICT access will have availability at school to do any homework that requires this.
· Parents, staff and pupils will all have access to E-Safety guidance to promote awareness of issues such as internet bullying and ways of avoiding them. (See Internet Safety Guidance)
· Resources used at home are all password protected set by the school.
· Teachers are able to monitor any activity that the children undertake as homework in school and at home.
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Resources
· Resources are purchased and deployed effectively to meet the requirements of the Foundation Stage, Key Stage 1 and Key Stage 2.
· APPs that are used will be age appropriate to maximise learning and have been approved by teaching staff.
· An ICT asset register is maintained. 

Roles and responsibilities
· All stakeholders will work together to ensure the implementation of the Computing policy.
· The subject coordinator will be responsible for monitoring curriculum coverage and the impact of learning and teaching.

Health and safety
· Age appropriate class and safety rules are displayed in the learning environment.
· Equipment is maintained to the meet agreed safety standards.
· All children and parents are made aware of E-Safety.
· All staff will sign up to the Acceptable Use Agreement for Safe Use of ICT in School. 

Internet Safety Information Sheet
It is important as a parent/carer that you support your child in the online world. This can be difficult with the rapid development of technology and the emergence of new Apps. Below are some key ways in which you can help your child on the internet:
· Apps – The most popular way for a child or young person to access different games or social network sites is via an App on their mobile device or games console. As a parent, you need to know what types of Apps they are downloading and whether they are suitable for them. A useful site is: www.commonsensemedia.org 
 
· Privacy Settings - On some Apps, you can set up privacy settings to ensure that your child is only sharing personal information with people that you trust. For further information on how to do this with some of the most popular Apps, visit: https://www.thinkuknow.co.uk/parents/Support-tools/How-to-guides/ 
 	
· Parental Controls – Many electronic devices come with built in controls or parental settings. However, they are not default settings and you have to go online, in order to find out how you can restrict specific aspects of the device e.g. location settings. A useful site to help you do this is www.internetmatters.org 

· Image Control -  Many children use Apps such as Snapchat and Instagram to share pictures and videos. It is important they understand that sharing ‘selfies’ and pictures can provide further details of their private life e.g. which location they are taking images. In addition, children need to know that taking inappropriate or ‘dare share’ images and sharing them on the internet can be dangerous. 

· Live Video – Over the past twelve months, live video Apps have become very popular. Facebook Live, Live.ly and ooVoo are ways in which children can watch live streams (this is a bit like watching someone’s own TV channel) or talking to several people via a ‘video chat’ facility. We must ensure that our children don’t accept or connect with random people on these sites, as there have been a number of incidents which have led to children viewing some very unpleasant videos. 
The most important aspect of keeping your child safe in the online world is to let them know that if anything happens that upsets or worries them, then they can speak to you.

Monitoring

This policy will be kept in the school office. This policy will be reviewed every two years by the Federated Governing Body of both Darley & Summerbridge Community Primary Schools. 


Signed							Chair of Governors



Signed							Head teacher
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